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nterfaces on both routers have been config

LAN numbers connected to them. PCs on
rint to the

ured with
VLAN 10

should be able to print
printers on VLAN 22. V rface and in what direction should you place a standard ACL that
allows printing to P1 from data VLAN 10, but stops the PCs on VLAN 20 from using the P1

printer? (Choose two.)
R1 Gi0/1.12

R1 S0/0/0
R2 S0/0/1

P
-
I
g R2 Gi0/1.20
&

Q- What is a disadvantage of NAT?
There is no end-lo-end addressing.

"ol The router does not need to aller the checksum of the IPv4 packets.
- The internal hosts have to use a single public IPv4 address for external communication.
e The costs of readdressing hosts can be significant for a publicly addressed network.

a networked storage device that uses the IP address

10.18.7.5, TCP port 443 for encryption, and UDP port 4365 for video streaming. The college
already uses PAT on the router that connects to the Internet. The router interface has the
public IP address of 209.1 65.200.225/30. The IP NAT pool currently uses the IP addresses
ranging from 209.165.200.228-236. Which configuration would the network administrator add
to allow this device to be accessed by the marketing personnel from home?

ip nat pool mktv 10.18.7.5 10.18.7.5

Q- A college marketing department has

ip nat outside source static 10.18.7.5 209.165.200.225

Ip nat Inside source static tcp 10.18.7.5 443 209.165.200.225 443

/ l: nat inside source static udp 10.18.7.5 4365 209.165.200.225 4365
ip nat Inside source static tcp 209.165.200.225 443 10.18.7.5 443
i: nat inside source static udp 209.165.200.225 4365 10.18.7.5 4365

No additional configuration is necessary.

Scanned by TapScanner



Scanned by TapScanner



Scanned by TapScanner



Scanned by TapScanner



